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Behavioral Threat Assessment and 
Management in Virginia K-12 Public Schools 

Attendee Survey

Who is present today?

How long have you served on your 
school/division threat assessment team?
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Training Resources
• Resource Training Link

• Frequently Asked Questions (FAQs)

• What Threat Assessment Is and Is Not (NTAC)

• Summary of Key BTAM Concepts

• Key Areas of Inquiry (Investigative Themes)

• USSS – Key Themes to Guide Threat Assessment Investigations
(Se e page s 8-16)

• Behavioral Threat Assessment Resource Toolkit for K-12 Virginia Schools

• Behavioral Threat Assessment Resource Toolkit for K-12 Virginia Parents

• Improving School Safety Through Bystander Reporting:  A TOOLKIT FOR 
STRENGTHENING K-12 REPORTING PROGRAMS

• Ok2SpeakOut

4
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What Are We Missing?
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A Thought to Frame Our Time Today

“The best detectors are not gun detectors;
the best detectors are human detectors.” 

– Dr. William Pol lack, 
PBS Documentary, 

“The Pathway to Violence”
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Goals of the Session

• Understand:

– Requirements for Virginia school boards, superintendents, 
and threat assessment teams

– Why violence prevent ion is possible and how threat 
assessment works

– Key concepts related to targeted violence and the practice 
of threat assessment and management

– Basic legal issues relevant to threat assessment and 
management processes

• Develop and practice skills to identify,  assess, and manage 
cases involving potential  threats

7
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Extending your learning: 
Watch for the icon and the 
searchable internet references 
throughout the training.

Enhancing Your Experience

Maximize opportunities to enhance practice:

• Contribute to and learn from others

• Build collaborative networks across Vi rginia

– Introduce yourself and share contact  information
• Commit to a handful of pract ical, achievable actions when 

you  get back to work!

Consider this: 
This icon identifies issues for 
consideration in maximizing 
your understanding and 
application of concepts.
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Participant Handout – Action Steps
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Section 1 | Behavioral Threat Assessment and 
Management: Legislative Requirements

10
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Why Are We Here?
The Code of Virginia § 22.1-79.4 requires threat  assessment teams 
for p ublic schools:

• Each local school  board shall adopt pol icies for the establ ishment  
of threat assessment teams

➢ Including the assessment of and intervention with individu als
whose behavior may pose a threat to the safety  of school staff 
or students

➢ Consistent with the model  policies developed by the DCJS 
Virginia Center for School and Campus Safety, in accordance 
with the Code of Vi rginia § 9.1-184

➢ New threat assessment  team members shall complete an 
initial threat assessment t raining, and al l threat assessment 
team members shal l be required to complete refresher threat 
assessment training every three years

11

Legislative Requirements 
True or False?

1. Threat Assessment Teams (TATs) may include law enforcement.
FALSE

2. TATs are required to intervene with parents or guardians if their behaviors pose a threat to 
the school community.

TRUE

3. TATs are expected to provide guidance to students on recognizing and reporting 
threatening/aberrant behaviors.

TRUE

4. TATs must  use the Model Policies developed by the DCJS.
FALSE

5. Each school division is required to create and support a Divisional Oversight Committee.
FALSE

6. Upon a preliminary  determination that  a student poses a threat to self or others, the team 
shall immediately report this finding to the division superintendent or designee.

TRUE

7. TAT membership is specif ied in the Code of  Virginia.
TRUE

12

NEW Legislative Requirement 
Effective July 1, 2025

D. “…The division superintendent  or his designee shall provide, either in such initial 
attempt to notify the student's parent or legal guardian or through a separate 

communicat ion to the student’s parent  or legal guardian made as soon as practicable 
thereafter, materials on recognition of and strateg ies for responding to behavior 
indicating that a student poses a threat  of violence or phy sical harm to self or others that 

shall include information on the legal requirements set forth in § 18.2-56.2 relating to 
the safe storage of firearms in the presence of  minors and that may include guidance on 

best pract ices and strategies f or limiting  a  student 's access to lethal means, including 
firearms and medications. S uch materials shall be selected in accordance with the 
provisions of the criteria set forth in the guidelines required by subsection G.”

G. “The Board, in cooperation with the Department of Behavioral Health and 

Developmental S ervices and the Department of Health, shall develop guidelines for the 
provision of materials on recognit ion of and strategies for responding to behavior 
indicating that a student poses a threat  of violence or phy sical harm to self or others 

required pursuant to subsection D. Such guidelines shall include criteria for select ing 
such materials as well as materials that have been preapproved for such use by the 

Board.”

13
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NEW Legislative Requirement 
Effective July 1, 2025 Continued

Threats to Bomb, Damage, or Discharge a Firearm

(HB1583) Threats to discharge a firearm within or at buildings or means of  
transportation; penalties: Provides that any person (i) who makes and 
communicates to another by any  means any threat to bomb, burn, destroy , 
discharge a firearm within or at, or in any manner damage any place of assembly, 
building or other structure, or means of transportation, or (ii) who communicates 
to another, by any means, information, knowing the same to be false, as to the 
existence of  any peril of bombing, burning, destruction, discharging of a firearm 
within or at, or damage to any such place of assembly, building  or other 
structure, or means of transportation, is guilty of a Class 5 felony; however if  such 
person is under 18 years of age, he is guilty  of a Class 1 misdemeanor. Under 
current law, any  person 15 y ears of age or older (a) who mak es and 
communicates to another by any  means any threat to bomb, burn, destroy , or in 
any manner damage any place of assembly, building or other structure, or means 
of transportation or (b)  who communicates to another, by any  means, 
information, k nowing the same to be false, as to the existence of any peril of 
bombing, burning, destruction, or damage to any such place of assembly, building 
or other structure, or means of transportation, is guilty  of a Class 5 felony . This 
bill is a  recommendation of the Virg inia Criminal Justice Conference ( amends §
18.2-83).
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NEW Legislative Requirement 
Effective July 1, 2025 Continued

Threats of  Death or Bodily  Injury

(SB1271) Threats of  death or bodily  injury or discharge of a firearm on school 
property; penalties: Clarifies that for crimes involving communicating in writing a 
threat to kill or do bodily injury, regardless of whether the person who is the 
object of such threat actually receives such threat, an electronically transmitted 
communication producing a visual or electronic message includes an email, a  text  
message, or a message or post  on any social media platform. The bill a lso clarifies 
that any person who communicates an oral threat of discharging a firearm within 
or on school property, at any school-sponsored event, or on a school bus, and the 
threat would place the person who is the object  of the threat, or is included in 
the threat, in reasonable apprehension of death or bodily harm, is guilty of a 
Class 6 felony (amends § 18.2-60).

15

DCJS:  Information Sharing Guide for K12 Public Schools (2020)

VDOE: Suicide Prevention Guidelines  for Virginia Public Schools (2020)

USSS: Enhancing School Safety Using a Threat Assessment Model: An 
Operational Guide for Preventing Targeted School Violence (2018)

FBI: Making Prevention a Reality: Identifying, Assessing and Managing 
the Threat of Targeted Attacks (2017)

Averting Targeted School Violence: A U.S. Secret Service Analysis of 
Plots Against Schools

Threat Assessment and Management 
in Virginia Public Schools: Model 
Policies, Procedures, and Guidelines, 
5th Edition (Virginia DCJS, 2023)

Model Policies, Procedures, and Guidelines

Consider other key resources, including:

16
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Why Are We Here?

Beyo nd the law:

• Research and practice tell us that targeted  violen ce is o ften 
detectable and preventable

• Threat assessment and management has evolved as a 
standard of practice for proactive approaches to the 
prevention of violence impacting schools

• Threat assessment and management processes are designed 
to identify and assist persons in need as ear ly as possible

• Team members need a solid foundation for  understanding 
violence, as well as principles and pract ices for  effect ive 
threat management

17

Section 2 | Behavioral Threat Assessment and Management: 
Rationale, Prin ciples, Structu re, and Responsibil ities

18

What is a Threat? 
• Concerning communication or behav ior
• Indicates an individual may pose a danger to the school 

community
• Through acts of v iolence/behavior  to cause harm to self or others 

(or both)

• Communicated direct ly or indirectly
to the target

• Sti ll considered a threat ei ther way

Behavio rally

Visually

Orally

Written

Electronically 19
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What is 
“Threat Assessment and Management”?

Threat assessment and management is a fact-based, 
systematic process emphasizing an appraisal  of observed 
(or reasonably observable) behaviors to identify potentially 
dangerous or  violent situations, to assess them, and to 
manage/address them. (Model Policies)

1. How do  staff, parents, and students view the process?

2. Who does not understand the role and function  of the 
threat assessment team as well as you would like?

20

Threat Assessment and Management: 
An Integrated and Systematic Approach

Threat Assessment and Management Process

21

Today’s Scenario

Ms. Jones, mother of Fatima Jones, calls the Principal of Winding 
Trai l Elementary , Mr. Bowman, on Monday morning, just before 
the buses arrive. She reports that her daughter told her she 
didn’t want to go to school and was afraid of Bianca Trainor,  a 

student in her class. Fatima eventually showed her mother social 
media posts from the night  before, where Bianca had posted 
pictures of Fatima and Michaela Harr is (also in her class) with 
the word “dead” over them. Ms. Jones also has screenshots of 
Bianca telling Fatima, “You know what you two did and you’re 

going to pay,” and that she is going to “cut them at school 
tomorrow.”

22
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What is Concerning or Aberrant Behavior?

Concerning behavior: 

• Behaviors or communicat ions that cause concern for:

➢ The health, safety,  or well-being of the subject

➢ Their  impact on the health, safety, or  well-being of others, 
or…

➢ Both (for self and others)

Aberrant behavior: 

• Behaviors or communicat ions that are unusual or atypical 
for the person or situat ion and cause concern for the health, 
safety, or wel l-being of the subject, others, or  both

For further consideration: 

1. Do all aberrant or atypical behaviors cause concern?
2. Do various groups in the community view behaviors 

differently?

?

23

Threat Assessment and Management Goal

The primary goal of the 
threat assessment and management 

process is to support and enhance 
the health, safety, and well-being 

of the school community.

Threa t Assessmen t an d M anag ement in Vir ginia K -12 Publ ic Schools: 
Mo del Pol icies,  P rocedures , and Guid elin es, 5 th Edi tion  (DCJS, 202 3)

24

Key Findings Regarding Targeted Violence

25

Mass Attacks in Pu blic Spaces
(US SS, 2023)

Safe School Ini tiative
(US SS and US DO E, 2002) 

Averting Targeted Scho ol Violence
(US SS, 2021)

Behavioral Th reat Assessment Units
(US SS, 2024)

Bystander R ep orting Toolki t
(US SS,2023)

Protecting America’s  Schools
(US SS and DHS, 2019) 
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Fact or Fiction?
1. M ost  attackers were “under the radar,” show ing no indic ators they needed help.

Fiction

2. Removing students from school eliminates the risk they pose to 

themselv es/others.

Fiction

3. The academic performance of attack ers varied significantly in school.

Fact

4. The attack ers had frequent and severe disciplinary problems at  sc hool.

Fiction

5. While attackers may hav e multiple motives, the most common involves a 

grievanc e with a  classmate.

Fact

6. In 2/3 of av erted attacks, plotters had unimpeded access to firearms.

Fact

7. M ost attackers threatened their target direct ly  before the attack .

Fiction
So u rce s: U.S . De pa rtme n t o f Hom ela nd  Se cu rity ,  U.S . Se cre t Se rvi ce ,  a nd  the  Natio na l  T hr ea t 

Asse ssm en t Ce n ter,  P rote ctin g Ame ric a’s S cho o ls : A U.S .  S ec ret Se rvice  An a ly si s of Ta rg ete d S ch oo l 
Vio len ce  (20 1 9), Ave rting  Ta rge ted  Sch o ol  Vio len ce : A U.S . S ecr et Se rvice  An a ly sis of Plo ts Aga inst 

Sc ho o ls  (20 2 1).

26

Principles of Threat Assessment

BTAM takes a holistic approach to assessment and management.

• Targeted v iolence stems from an interaction among:

Subject(s),  

Target(s),  

Environment, and 

Precipitating events 

STEP© Framework

© Deis inger  (1996); 
Deis inger  and Nolan (2021)

Chart, diagram, sunburst 
chart

Description automatically 
generated

28

Principles of Threat Assessment

Targeted v iolence is the result of an understandable and usually 
discernible process of thinking and behavior.

Adapt ed f rom:
Calhoun and Wes ton (2003)

Pathway to  Vio lence

29
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Principles of Threat Assessment

• Threat assessment is about prevention, not predictio n.

• Effective threat assessment i s based on observations of 

behavior rather than on general character ist ics,  traits, or 
profiles.

• The relationship between mental illness and violence is complex 
but not necessar ily correlative.

• Informat ion is likely to be scattered and fragmented. A 
collaborat ive and coordinated approach is required.

• The key  is to act quickly upon an initial report of concern, 
gather other pieces of the puzzle,  and then assemble to see 
what picture emerges.

Enhancing School Safety Using a Threat 
Assessment Model:
An Operational Guide for Preventing 
Targeted School Violence 

30

Section 3| Iden tifying and Reporting Concerning, Aberrant, or 
Threatening Behaviors

31

Knowledge is Power...and Work!

Recall from the research that...

• In over 80% of school attacks, plotters 
communicated with others about the potential 
attack, and

• In over three-quarters of the attacks, someone knew 
about the violence ahead of the act!

Questions: 
• Is your TAT and/or administration leveraging this 

knowledge to train all stakeholders to recognize and 
report concerning and/or aberrant behaviors?

• If so, are you ok with the added workload due to 
legitimate and "false positive" reports?

32
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How to Teach Stakeholders to “R&R” –
Recognize and Report

Be intentional about educating stakeholders on how to 
recogn ize and report concernin g and/or aberrant behavior.

• There’s an  app fo r that (or at  least  a set of instructional 
videos)!

• Elementary Video

• Middle School V ideo

• High School Video

• Staff Video

• Parent Video

• Remember, it' s Ok2SpeakOut.

33

Consider the following question:
How can you/your team provide guidance to the school 

community on recognizing and reporting concerns?

Activity:

1. In small groups, select ONE stakeholder group: students, 

school  support  staff (office, paraprofessionals,  food serv ices, 
custodial,  bus dr ivers, etc.),  parents, or  community members.

2. Brainstorm educational activ ities for  the selected stakeholder 
groups(s). How wil l the toolkit  help you?

3. Select at least one activity you wi ll commit to using within the 

next 90 days.
4. Use the provided template (in chat box) to detail your specific 

plan.

34

Taking Action

Importance of Reporting

Consider the following questions:

1. How does your school/division prov ide ways to report 
concerns/threats? → Offering the ‘path of least  resistance’

2. What might create barr iers to reporting?

3. How do we overcome these barriers?

4. How do we enlist the support of bystanders and encourage 
reporting? (Note: see the training resource on sl ide 4)

In  summary... Educate all stakeholders on 
WHAT to report and TO WHOM.

“If you know something, 
say something and do something.”

Adapt ed f rom: NYC Metr opolit an Tr anspor tation Aut hority

35
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Protections for Staff Reporting

The Code of Virginia § 8.01-47 grants immunity from civi l liability 
to:
• Any person who, in good faith, reports, investigates, or  

causes an investigation to be made into…
• Any person poses a credible danger of serious bodily  injury  or 

death to any other person on school  property.

The Code of Virginia § 8.01-220.1:2 grants immunity from civi l 
liability for:
• Any teacher regarding acts or omissions resulting from the 

supervision, care, or discipline of students,  or 
• Reporting of alleged bullying or  crimes against others when 

such acts were within the teacher’s scope of employment and 
done in good faith.

36

Section 4 | Conducting the Threat Assessment Process

37

Steps in the Threat Assessment Process

Threat assessment team:

1. Receives report  of threat
• In take: Obtaining and processing basic information about the 

situat ion
• In itial triage: Assigning urgency/prior ity to cases
• Triage and screening: Determining appropriateness, 

comprehensive assessment

2. Gathers additional  relevant information

3. Analyzes information and assesses the threat

*If the team decides the subject  poses a threat:
• Alerts the superintendent
• Responds to manage the threat

4. Monitors and re-evaluate the plan

5. Follows up as appropriate
Threat A ss ess ment and 
Management Flowch ar t 

38
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Threat Assessment and Management Forms

Forms available:

Fillable PDF:
K-12 Threat Assessment Form 
– Fillable pdf (dcjs.virginia.gov)

Word:
K-12 Threat Assessment Form 
– Fillable MSWord 
(dcjs.virginia.gov)

Guidance:
DCJS Threat Assessment and 
Management in Virginia Public 
Schools: Model Policies, 
Procedures, and Guidelines 

39

Imminent Situation?

Determine if the situation is imminent
▪ Subject intends imminent and/or serious harm to self/others, 

e.g.: 
• Has a weapon  on school grounds, on a school bus, at a school 

act ivity , or en route to/from any of these
• Imminent intent to use weapon(s) OR cause serious injury  
• Attempting to breach security and/or to gain access to targets 

▪ Lack of inhibit ions for using violence, indicated by: 
• Feels justified in using violence to address gr ievances 
• Has no  perceived alternatives to the use of violence
• Lack  of concern for  or desi re of consequences 
• Has the capability  and will ingness to cause harm 

40

Imminent Situation

If the situation is imminent:

• Init iate crisis response procedures according to school  policy, 
e.g.: 

➢ Involve law enforcement and appropriate securi ty personnel

➢ Init iate relevant security protocols

➢ Notify key school  administ rators (See the Code of Vi rginia 
§ 22.1-79.4)

➢ When safe to do so, move on to triage and assessment steps 
to further resolve any ongoing threat posed

If the situation is NOT imminent:

• Continue with the triage/screening or  assessment process

41
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Triage and Screening 

Timely and systematic review by trained personnel:
• Consider triage/screening team:

➢ Minimum of two (2) members
➢ Different roles/departments

• Review initial report(s)
• Consult relevant  records/sources

Triage process shall:
• Consider the nature and level of concern indicated
• Determine if existing resources and mechanisms are 

sufficient to address those concerns
• Determine whether the entire team needs to assess and  

manage the situation further
• Init iate any crisis responses as appropriate

42

Inquire/Gather Information

Review relevant records based on lawful and ethical access to 
information, such as:
• Prior threat assessment team contacts
• Work or school performance history
• Special education or disability  accommodat ions

• Disciplinary or personnel actions
• Law en forcement or security contacts: school and community
• Crit ical involvement with mental health/social serv ices
• Current or  historical  st ressors, grievances, or losses

• Written materials/communicat ions
• Online searches: internet, social media, email, etc.

43

Additional Information Gathering 
Considerations

Upon a prel iminary determinat ion by the threat  assessment team 
that an individual :
• Poses a threat of v iolence to self or others, or
• Exhibits significantly disruptive behavior or a need for assistance

Then a threat  assessment team may obtain:
• Criminal history record information, per the Code of Vi rginia 

§ 19.2-389 or § 19.2-389.1, and 
• Health records per the Code of Vi rginia § 32.1-127.1:03

• No Threat Assessment Team (TAT) member shall :
➢ Redisclose any such criminal history  or health information, or
➢ Use any such record beyond the purpose for  which such 

disclosure was made to the team

44
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Inquire/Gather Information

Consider interviews:
• Init ial interviews to verify the report:

➢ Person(s) reporting threat
➢ Person(s) receiving report of threat
➢ Target/Recipient(s) of threat
➢ Witness(es)
➢ Subject of concern

• Other potential sources:
➢ Peers: friends/co-workers
➢ Employers, teachers,  and other staff
➢ Parents/Guardians 
➢ Relat ional partners
➢ Local  or state law enforcement
➢ Community services

Corroboration of 

information across these 
sources will be powerful 
in helping to assess  the 

level and nature of the 
threat…

What might significant 
differences in the 
information provided by 

these sources reveal?

45

Documentation

Record keep ing
• Consult with school  administrat ion and school board legal  

counsel regarding:
➢ Record creat ion, storage, access, information sharing, and 

destruction
• Consider:
➢ Electronic database of threat assessment team cases
▪ Documentat ion of the subject’s exact words and act ions 
▪ Documentat ion of target reactions and protective actions
▪ Copies of emails, memos, voicemai ls,  assignments, etc.

➢ Agenda and minutes of team staffing and consultations
▪ Data
▪ Assessment
▪ Plan

46

Key Areas for Inquiry
• National Threat Assessment Center 's (NTAC) 

“Investigative Themes” 

• Key Areas of Inquiry (Investigative Themes)

➢ DCJS Threat Assessment  and Management Form, Part II I
➢ STEP

• These are the OUTCOM ES the team is seeking

• Determines the case pr iority  level

• Guides the development of the case man agement plan

Adapt ed from: * Meloy, et al. (2011). The Role of Warning Behaviors  in Threat As sessment; **FBI (2017) Making Prevent ion a Reality: Identifying, Ass es sing and Managing Threats  of  

Targeted Attacks; USSS NTAC (2018). Enhancing School Safety Using a Thr eat As sessment Model: An oper at ional guide for preventing targeted s chool violence 

47

Hel pful  

Doc ument



9/11/2025

16

Key Areas for Inquiry

Chart, diagram, 
sunburst chart

Description 
automatically 
generated

A person aiming an 
object

Description 
automatically 

A child crying with hands 
pointing at him

Description 
automatically generated

A person reading a 
book outside

Description 
automatically 

A close-up of a calendar

Description 
automatically generated

s T

EP

48

Additional Key Areas for Inquiry 
“Process Integrity” 

What is the consistency, credibil ity, and completeness of 
information abou t the situation?

• Is the subject’s conversation and  “story” consistent?

• Do collateral sources confi rm or dispute each other?

• What gaps exist in the understanding of the situation?

• What biases or misperceptions may be present?

Source: Deis in ger  (1996); Deis inger  and Nolan (2020)

53

Section 5 | Assessing and Classifying Cases

54
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Facilitating Case Discussions

Fostering effective case discussions:

• Seek active participation by all team members 

• Keep the discussion focused on the case

• Minimize bias in decision-making
➢ Consider the totali ty and context  of information available
➢ Consider information sources, credibility, and relevance
➢ Corroborate crit ical information; resolve discrepancies
➢ Avoid general izations or stereotypes; focus on behaviors
➢ Consider the impact of the unknowns

• Focus on act ive problem-solving
• Consider  the STEP Domains 

55

Classifying/Prioritizing Cases
(Click HERE for Priority Level Definitions)

Priority 1: Critical Level of Concern/Imminent
Priority 2: High Level of Concern
Priority 3: Moderate Level of Concern 
Priority 4: Low Level of Concern 
Priority 5: Routine/No Known Concerns 

56

Case Scenario: Bianca

Read the Initial  Report and Inquiry and Review of 
Records, which provides detail s regarding the situation 
of concern.

Consider the following:

• Is a threat posed?

• Is there evidence of aberrant or con cerning 
behavior?

• Does the situation appear imminent?

• What are the team’s next  steps?

Chart, 
diagram, 
sunburst chart

Description 
automatically 

57
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Case Scenario: Bianca

Read the Immediate Response, which 
reveals the team’s initial steps. 

Based  on al l the information so far, con sider 
the following:

• What are the STEP (Subject, Target, 
Environment, Precipitating Events) 
Domain Concerns?

• Where is Bianca on the Pathway to 
Violence?

• What are the team’s next  steps?

Chart, 
diagram, 
sunburst chart

Description 
automatically 

58

Case Scenario – Inquiry

Read the inquiry which details the additional  interviews and other 
information gathered in the “Threat Assessment Inquiry.”

Given  the previously reviewed, consider the 
following:

• What are the STEP (Subject, Target, 
Environment, Precipitating Events) Domain 

Concerns? (New information?)

• What level of priority would you assign to the 
case at this time?

• In itial case management thoughts?

Chart, 
diagram, 
sunburst chart

Description 
automatically 

59

Section 6 | M anaging Threats

60
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Develop a Case Management Plan

Sub ject(s) Strategies – De-escalate, contain, or 
control the individual (s) who may take violent 
act ion. Provide support to address identified 
needs.

Target(s) Strategies – Decrease vulnerabili ties 
and support the target .

Environment Strategies – Address environment 
and systems to minimize impact,  escalat ion, or 
recurrence.

Precipitating event(s) Strategies – Prepare for 
and mitigate against  precipitat ing events that 
may tr igger  adverse react ions.

These four 
domains are also 
used to organize 
and 
implement a Case 
Management Plan.

61

Considerations Regarding Subject Removal

Leave, suspen sion, or termination o ptions that fo cus solely on 
removing the subject of concern do not address the lo ng-term 
challenges of:

• Moving the subject away from thoughts and plans of, and 
capacity for , violence and/or disruption

• Connect ing the subject to resources (where needed)

• Mitigat ing environmental/systemic factors

• Monitoring the subject  when they are no longer connected to 
the organization

Use remo val strategies with in tentionality, awareness of 
limitations, and anticipation of consequences.

Source: Deis in ger  (1996); Deis inger  and Nolan (2020)

62

Re-Entry Planning and Preparation

Prepare for re-integration of the subject to  the sch ool 
environment:

• Establish conditions for return
• Evaluate the subject’s readiness to safely  and effectively return 

to participate in school  or work experience

• Develop a proactive case management plan:
➢ Al ign ongoing interventions

➢ Coach the subject about  re-entry
➢ Ant icipate environmental aspects that may impact  the 

subject
➢ Prepare the community  for the subject’s re-entry

➢ Consider  precipitating events
• Monitor,  re-assess, and intervene as appropriate

Source: Deis in ger  (2011); Deis inger  and Nolan (2020)

63
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Review of Participant Handout: 
Action Steps

Given the information discussed, share one or more 
practical, achievable action steps you and your team 

members could implement related to BTAM!

64

Summary

• Virginia law requires school-based threat assessment teams that are 
governed by local school board policy and made up of profess ionals with 
specific roles and backgrounds.

• DCJS model policies, procedures, and guidelines  offer resources to 
divisions and teams consistent with Virginia and federal law, peer-
reviewed research, and standards of practice.

• Threat assessment teams are charged with providing guidance to key 
stakeholders on how to recognize and report concerning or aberrant 
behavior.

• Remember:  School violence is preventable, and YOU are part of the 
solution! Thank you for your diligence!

Request for Service Form: Technical Ass istance for Threat 
Assessment and Management Teams for Virginia Schools
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Qu estions?
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Resources and Contact Information

DCJS Virginia Center for School and Campu s Safety

K-12 Behavioral Threat Assessment  Resources

Brad Stang
Threat  Assessment Program Coordinator

(804) 997-1278
brad.stang@dcjs.v irginia.gov
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Reference Slides Only
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Threat Assessment Team (TAT): Membership

The superintendent of each schoo l division shall establish a threat  
assessment team for each  school.

• Each team shall include persons with expertise in:
➢ Counseling

➢ Instruction
➢ School administration
➢ Law enforcement* (A Code of Vi rginia change from 2022)

• The team may include or consult with persons with other 
expertise

• Threat assessment teams may serve more than one school 
(as determined by the superintendent)

Who else could be included either as a core member of a TAT or as 
someone consulted when specialized expertise would be of value? 
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Divisional Oversight Committee

Divisional oversight committee

• The superintendent may est ablish a committee:

➢ Charged with oversight of the threat assessment 
team(s)

➢ Can be an exist ing committee

• If established, the committee shall include individuals 
with expertise in:

➢ Human resources,

➢ Education,

➢ School administration,

➢ Mental health, and

➢ Law enforcement.

70

Threat Assessment Team: Scope

Threat Assessment Teams (TATs) assess and intervene with 
individu als whose behavior may pose a threat to the safety of 
the school.

In dividuals who may pose a threat:

• Students: current , former, and prospective
• Employees: current, former, and prospective

• Indirectly affil iated:

➢ Parents, guardians, or  other  family members

➢ Persons who are/have been in relationships with staff or 
students

➢ Contractors, vendors, or  other visitors 

• Unaffil iated persons
What challenges do you see in addressing 
individuals who may have no, or limited, 
connection to the school community?
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Threat Assessment Team: Responsibilities

Each threat assessment team shall:

• Provide guidance to students,  faculty , and staff on recognizing 
threatening or aberrant  beh avior that may represent  a threat 
to the community, school,  or self.

• Id entify memb ers o f the sch ool community to whom threats 
should be reported.

• Upon a prel iminary determinat ion that a student poses a 
threat of violence or physical  harm to self or others, the team 
shall:

➢ Immediately rep ort its determination to the div ision 
superintendent or designee.

➢ The div ision superintendent or designee shall immediately 
attempt to noti fy  the student’s parent or legal guardian.
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